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1. Overall Description:
SA2 thanks SA3 for their LS on proposed NSWO architecture (S2-2107064 / S3-213174).
SA2 has discussed the three solutions documented in TR 33.881 (S3-213075) and would like to provide the following feedback:
-	Solution #1 (“Non-Seamless WLAN offload Authentication in 5GS”) should be taken as the basis for normative work, noting that the solution needs to be extended to address the PLMN roaming scenarios and clarify the co-existence with the EPS solution for UEs with no 5G subscription. The solution minimizes the AUSF and UDM impact, while avoiding the use of the legacy 3GPP AAA Server/Proxy. In PLMN roaming scenarios this solution allows the Security Anchor Function (SEAF) to reside in the visited network and re-use the 5GC roaming architecture.
-	Solution #2 (“NSWO authentication using credentials retrieved from UDM/ARPF”) is not recommended for normative work because in PLMN roaming scenarios it keeps the Security Anchor Function in the Home network (similar to EPS) and in SA2’s understanding will also impact the SWd reference point (AAA Proxy to AAA Server) functionality. Furthermore, the use of NSSAAF for interworking with a legacy AAA interface is different compared to the functionality that is under definition as part of the Rel-17 eNPN work (i.e. the legacy AAA interface and the service-based interface in Solution #2 are on the Authenticator side and UDM side respectively, which is the opposite of how the NSSAAF is used in the context of eNPN). The solution also has impacts on the 3GPP AAA Server to support SUPI privacy. The 3GPP AAA Server needs to be supported for NSWO even in standalone 5GC deployment.
-	Solution #3 (“NSWO authentication using credentials retrieved from UDM/ARPF via HSS”) is not recommended for normative work. SA2 could not identify a use case for the scenario where the authentication vectors for UE with 5G subscription would need to be fetched via the HSS.
SA2 respectfully asks SA2 to take the feedback provided above in to account during their work on Non-Seamless Wireless Offload for 5GS. A potential PLMN roaming architecture is included for information in the Annex of this LS.

2. Actions:
To SA3 group.
ACTION: 	SA2 respectfully asks SA3 to take the feedback provided above in to account during their work on Non-Seamless Wireless Offload for 5GS.

3. Date of Next TSG-SA WG2 Meetings:
3GPP SA2#148-e			15 - 19 November 2021			Electronic Meeting




ANNEX:
SA2 has considered the following architecture for Solution #1 in the PLMN roaming scenario.



Figure 1: NSWO Architecture for PLMN roaming
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